|  |  |
| --- | --- |
|

|  |
| --- |
| **MASTER CLASS CYBERSECURITY***Come proteggersi bloccando le minacce informatiche?*A partire dal **11 novembre**inizia il nuovo**Master Class Cybersecurity**, lezioni gratuite, live, a numero chiuso, per facilitare la trasformazione digitale di professionisti e imprenditori di PMI.Nella Master Class dedicata alla Cybersecurity, gli esperti Cybertech, del Gruppo Engineering, illustreranno:* I concetti base, gli obiettivi principali e lo scenario attuale della Cybersecurity,
* Lo stato dell’arte degli attacchi informatici e le contromisure più adeguate,
* Come costruire una corretta cultura di Cybersecurity a livello aziendale,
* Come proteggersi e bloccare le minacce informatiche in tempo reale attraverso un servizio SOC (Security Operation Center).

Puoi girare questa mail anche ai tuoi amici, colleghi e parenti, per invitarli a partecipare e apprendere le basi della Cybersecurity dagli esperti del settore.Di seguito trovi tutti i link per iscriverti gratuitamente alle lezioni.Ti aspettiamo!**Il Team Cybertech** |
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|  |  |  |  |
| --- | --- | --- | --- |
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|  |  |  |
| --- | --- | --- |
|

|  |
| --- |
|  |

|  |
| --- |
| **Mer, 11 Novembre 2020**14:30 – 15:30 CET[**REGISTRATI**](https://www.eventbrite.it/e/biglietti-cybersecurity-labc-della-cybersecurity-125439016475?utm_campaign=411558&utm_term=ctabutton&aff=odeccpebemailcampaigns&utm_source=eventbrite&utm_medium=ebcampaigns&mipa=ABIdvVtvH7b3lpYzS6NU3-Qq8VhPic0ELcuo9xtDRFt_py4YxB2CCXoqQ0icCwaJze03QzhgJVCPKSdSpUvgmClC6-12IHkXjz2zkVgPmzIzIeYzPybm1954LZqzybVWNHy2hdBK8LAx7vcsCyJa0MyXtlWr5ucXxjTBXdNuajFtfk2BuYvCTkam-e06b5BZAu0pd4j2SwV1eDBVlXLG2rg1p703TiV6y-SvaNNqYeQ65OvtXtG7gvCLTuoC7y56m10_A-byI1EDp5qrl64xXIoTINIMn7p0eQ#tickets)Durante "**L’ABC della Cybersecurity**" spiegheremo i concetti base e gli obbiettivi delle principali aree della sicurezza informatica: Cyber Security, Information Security, Computer Security e Network Security. Andremo poi ad analizzare le conseguenze dei maggiori attacchi informatici avvenuti negli anni su scala globale.   |

 |

 |

|  |  |  |  |
| --- | --- | --- | --- |
|

|  |  |  |
| --- | --- | --- |
|

|  |
| --- |
|  |

|  |
| --- |
| **Mer, 18 Novembre 2020**14:30 – 15:30 CET[**REGISTRATI**](https://www.eventbrite.it/e/biglietti-cybersecurity-studiare-le-mosse-del-nemico-125440085673?aff=erelpanelorg)Basandoci sui risultati del rapporto Clusit 2020, andremo ad analizzare le tipologie di attacchi informatici più comuni e le tecniche di attacco maggiormente utilizzate da parte degli hacker. Illustreremo gli obbiettivi del Vulnerability Assessment e Penetration Testing, due attività fondamentali per ottenere un adeguato livello di sicurezza per le PMI. |

 |
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|  |  |  |  |
| --- | --- | --- | --- |
|

|  |  |  |
| --- | --- | --- |
|

|  |
| --- |
|  |

|  |
| --- |
| **Mer, 25 Novembre 2020**14:30 – 15:30 CET[**REGISTRATI**](https://www.eventbrite.it/e/biglietti-cybersecurity-la-cultura-della-cybersecurity-125440721575?aff=erelpanelorg)Illustreremo tutte le best pratiche e le contromisure utilizzate per combattere le avanzate tecniche di Social Engineering e Phishing, disegnate dagli hacker per colpire gli anelli più deboli del sistema aziendale. Spiegheremo come una corretta cultura di Cybersecurity a livello aziendale possa prevenire che il comportamento incauto di un singolo dipendente metta a rischio i dati sensibili dell’intera azienda. |

 |

 |

|  |  |  |  |
| --- | --- | --- | --- |
|

|  |  |  |
| --- | --- | --- |
|

|  |
| --- |
|  |

|  |
| --- |
| **Mer, 2 Dicembre 2020**14:30 – 15:30 CET[**REGISTRATI**](https://www.eventbrite.it/e/biglietti-cybersecurity-come-rispondere-e-prevenire-125441269213?aff=erelpanelorg)Illustreremo come le aziende possono proteggersi e bloccare le minacce informatiche, ed essere in grado di rispondere efficacemente agli incidenti di sicurezza attraverso un servizio SOC (Security Operation Center) che faccia leva sulla intelligenza artificiale, tecniche di analisi predittiva, servizi dedicati di cyber threat intelligence e processi automatizzati. |

 |
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